
Simplify, CMMC, DFARS[NIST 800-171], 
ITAR Compliance on AWS Gov Cloud

PreVeil
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Agenda
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AWS Gov Cloud Platform
Ted Steffan, AWS

Preparing for Assessment 
Platform to Store, Share CUI, 

Documentation 
PreVeil

Platform to build SSP, 
Compute SPRS Score  

Matt Majot, ComplyUp

Getting Organization Fully 
Ready for Assessment 
Jose Neto PC Warriors 



The focus of CMMC, DFARS, ITAR is 
Protecting CUI 
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PreVeil Encrypted Cloud Drive & Mail 
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Encrypted Document Collaboration Encrypted Messaging

Encrypted Cloud File Storage, Sync, and Collaboration
Ransomware Proof 

Works with Outlook & Gmail, using existing email 
address



NIST 800-171, CMMC Compliance

Achieved 110/110 NIST 800-171 in DIBCAC Audit

Demonstrates CMMC Level 2 (Advanced)
PreVeil Addresses 84/110 Controls

Cloud Platform on AWS Gov Cloud

FedRAMP Baseline Moderate Equivalent
FIPS 140-2 Validated Encryption
DFARS 7012 (c-g) Compliant
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PreVeil CMMC Documentation for SSP

Simplifies Compliance

Provides a strong foundation for CMMC SSP and 

Policy Documents

200+ Pages

Created by 3rd Party CMMC Compliance Experts

Still needs a strong CMMC advisor
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PreVeil 
Server

Zero Trust Server: End-to-end Encryption
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Encrypt

Decrypt

AWS GovCloud

Company A

Company B

Company C

Company D

In PreVeil all Files and Emails are encrypted at the sender’s device and can only be decrypted by the recipient
The Servers ( AWS Gov Cloud by Default) can never decrypt the data, neither can attacker., PreVeil or AWS



Integrated with GRC > ComplyUP

Automatically Loads PreVeil Documentation

Generates SPRS Score

Monitors POAM Completion

Creates System Security Plan
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